
You open your email and are worried about the 
legitimacy of an important looking email. What do you 

do??  

Welcome to the KME Systems Email Game! 
Let’s play DELETE IT !!!

Do you know the sender? 
Are you expecting an email 
like this from that person? 

What made you ask if this 
was phishing? - Something 

seems off? 

Did you call the sender to 
verify it wast from them and 

for a legitimate purpose?

Do you still have concerns 
about the validity of the 

message? 

Can you just delete it and 
wait to see if the sender asks 

again? 

Can you tell for 100% 
certainty by looking at the 
URL that it is a safe link to 

click?

Pretty sure our IT tools will 
stop it if it’s bad? Is it worth 

your job to find out?  

DELETE IT!!

Email Security takes a few extra seconds.   
Be alert, careful and DELETE IT!  


